
Superior Propane's transition to a 
cloud-based cybersecurity approach, 
supported by Stratejm Inc., marked a 
strategic shift from traditional in-house security 
operations to a holistic managed services solution. 
The move has yielded substantial benefits, such as a 40% 
reduction in incident response times and a 30% decrease in 
overall cybersecurity costs. By adopting a Cybersecurity 
Mesh Architecture (CSMA), Superior Propane has enhanced 
its incident detection and response capabilities and directed 
its scarce security experts towards high-value tasks.
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Challenge
Superior Propane faced a multifaceted digital landscape 
riddled with cybersecurity challenges, such as a 
heterogeneous IT environment due to mergers and 
acquisitions, a lack of robust asset discovery and 
management processes, and inconsistent security 
policies. These challenges were amplified by a lack of 
consolidated cybersecurity telemetry, threat intelligence, 
and asset data, coupled with an understaffed and 
under-skilled cybersecurity team. 

Superior Propane had also invested in a range of 
security solutions that were disjointed and not fully 
optimized to protect their digital assets.
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Cybersecurity Mesh Architecture

Stratejm Inc. provided a comprehensive Security-as-a-Service solution grounded in a 
Cybersecurity Mesh Architecture. This approach facilitated a quick and efficient transition for 
Superior Propane, integrating its existing security solutions into the mesh architecture to fully 
leverage past investments, without the need to rip and replace valuable tools. By relieving its 
in-house cybersecurity experts from routine tasks and allowing them to focus on strategic 
initiatives that added significant value to the business, Superior Propane tapped into a 
broader range of cybersecurity expertise and real-time incident detection and response 
capabilities.

This agile security environment, characterized by its 
composable, distributed, and collaborative nature, has 
also facilitated immediate access to an array of inter-
connected, orchestrated services, including SIEM, 
EDR, Vulnerability Management, Threat Intelligence, 
and Network Defence-as-a-Service.

The partnership with Stratejm Inc. allowed Superior 
Propane to transition seamlessly into the modern 
cybersecurity era, minimizing risk and disruption. It 
also provided the company with access to a 24x7 team 
of experienced security operations centre experts, 
policy management consultants, staff augmentation 
resources, and support for managing data and emerg-
ing technologies. Furthermore, it enabled the crafting 
of bespoke playbooks for response automation, 
fine-tuned to Superior Propane's specific policies and 
processes.
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“ The partnership 
has not only been a 
game-changer but 

has also fortified the company's 
cybersecurity capabilities, 
enabling us to effectively 
counter cyber threats and 
minimize potential disruptions 
to our business.” 

- Ash Rajendra, Vice President and CIO,      
Superior Plus


